
Watch out for scams related to COVID-19 pandemic 
Cybercriminals have been using the uncertainty of the COVID-19 pandemic to launch 
phishing attacks and various other scams. As the public continues to seek out information 
on the disease, cybercriminals are increasingly trying to exploit public fears with targeted 
attacks. This type of scam includes: 

• Medical Advice Emails 
• Corporate Policy Emails 
• Business Email Compromise 
• Fake Deceptive Online Ads 
• Malicious Email Campaigns 
• Questionable Offers 
• Fraudulent Charities Requests 
• Cleaning Services 
        

 Protect YOURself & The business FROM this SCAM: 
Only use trusted resources for information related to COVID-19. Go directly to their site. 

• WHO World Health Organization  
• Public Health Agency  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 COVID 19 Scam  

Contact us 
Phone: 1-877-377-3728 
Email: erinfo@ercu.ca 
Website: eaglerivercu.com 
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